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Endpoint
detection and

response (EDR)
A multilayered security system that 

grants users access to a network, system 
or application only after confirming their
identity with more than one credential or

authentication factor.

A program that teaches internet best
practices and educates employees

about phishing, online scams and other
threats in order to improve security.

An enhanced antivirus technology 
that combines artificial intelligence, 

behavioral detection, machine learning 
algorithms and exploit mitigation to anticipate 
and prevent both known and unknown threats.

An endpoint security solution that
continuously monitors end-user devices to

detect and respond to sophisticated
cyberthreats like ransomware and 

zero-day vulnerabilities.

A security solution designed specifically 
to protect users and their email, the most
exploited threat vector, with multilayered

antispam, anti-phishing and host server
protection technology.

SOLUTION:
ESET Secure Authentication

(stand-alone product)

SOLUTION:
ESET Cybersecurity 
Awareness Training

SOLUTION:
Endpoint protection, available in 

ESET PROTECT Entry, 
ESET PROTECT Advanced, 
ESET PROTECT Complete, 
ESET PROTECT Enterprise

SOLUTION:
ESET Inspect, available in
ESET PROTECT Enterprise

SOLUTION:
ESET Mail Security, available in 

ESET PROTECT Complete

CYBER RISK
INSURANCE
REQUIREMENTS

Want to lower your cyber
insurance premium?
5 common security requirements and 
the ESET solutions that support them. 
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