Acronis Cloud Storage is an easy-to-use cloud subscription that turns your Acronis Backup into a powerful, hybrid (local and cloud) backup! Enjoy safe, secure, and scalable offsite backup for any data or any system – anytime, anywhere.

Leveraging the power of the Acronis AnyData Engine, Acronis Cloud Storage lets you:

- **Easily back up** disks, partitions, and files
- **Store the backups in secure** remote data centers that use Acronis’ reliable and proven software-defined storage
- **Quickly recover** selected files, folders, applications, or an entire system.

Acronis Cloud Storage is fully integrated into Acronis Backup, providing easy hybrid cloud backup of your data and systems you need in the event of a disaster.

Acronis Backup can copy backups in up to five different locations, locally and in the Acronis Cloud. You can replicate backup data between various storage locations and automatically stage the backup data to new storage locations in accordance with your retention policy.

**KEY FEATURES**

- **EXCLUSIVE!** Protect your entire hybrid infrastructure easily with a touch-friendly, web-based console to manage backup and recovery of all workloads and data.
- **EXCLUSIVE!** Improve compliance and establish validity of recovery with Acronis Notary™, which ensures authenticity and integrity of your data and backups with blockchain, including when stored in the Acronis Cloud
- **Rely on proven universal hybrid data protection solution trusted by 500,000+ businesses** and safeguarding more than 5,000 petabytes of data.
- **NEW AND EXCLUSIVE!** Prevent ransomware attacks with Acronis Active Protection™, which detects and proactively blocks unauthorized encryption of files and backups.
- **Assert complete control** over the location of your data, systems, and backups, improve regulatory compliance, and ensure data sovereignty.

**EASY TO BACK UP AND RECOVER**

- **2X** faster than the closest competitor
- **15** second Recovery Time Objectives (RTOs) with Acronis Instant Restore™
- **3** clicks to back up with the touch-friendly, web-based centralized management console
- **21+** supported platforms – on-premises, in remote locations, in private and public clouds, and on mobile devices
- **500,000** businesses rely on Acronis to protect their data and systems
SUPPORTED SYSTEMS

Operating Systems for On-Premises Console Installation
- Windows Storage Server 2012/2012 R2, 2008/2008 R2
- Windows 10, 8.1, 8, 7
- Linux x86_64 with kernel from 2.6.18 to 4.9 and glibc 2.3.4 or later

Microsoft Windows
- Windows 10, 8.1, 8, 7, Vista, XP SP3

Linux
- Linux with kernel from 2.6.9 to 4.9 and glibc 2.3.4 or later
- Various 32-bit (x86) and 64-bit (x86_64) Linux distributions including:
  - Red Hat Enterprise Linux 4.x - 7.3
  - Ubuntu 9.10 - 16.04
  - Fedora 11 - 23
  - SUSE Linux Enterprise Server 10 - 12*
  - Debian 4 - 8.5
  - CentOS 5.x - 7.3
  - CloudLinux 7, 7.1
  - ClearOS 5.x, 6.x, 7, 7.1
  - Oracle Linux 5.x - 7.3 (including UEK)

Mac OS X / macOS
- OS X 10.08 or later*

Mobile Operating Systems
- iOS 8 or later
- Android® 4.1 or later

Cloud
- Office 365® mailboxes
- Amazon Web Services EC2® Instances
- Microsoft Azure® VMs

Hypervisors
- VMware vSphere ESXi® 6.5, 6.0, 5.5, 5.1, 5.0, 4.1, including vSphere Hypervisor (free ESXi)*
- Microsoft Windows 10, 8.1, 8 (x64) with Hyper-V
- Citrix XenServer® 4.1-6.5*
- Red Hat® Virtualization 2.2-4.0
- Linux KVM
- Oracle VM Server 3.0-3.3

Applications
- Oracle Database 12, 11*
- Microsoft Exchange Online
- Microsoft SharePoint® 2013, 2010 SP1, 2007 SP2, 3.0 SP2

File Systems
- FAT16/32
- NTFS
- HFS+
- ReFS*
- ext2/ext3/ext4
- ReiserFS3, ReiserFS4*
- XFS*
- JFS*
- Linux SWAP

Web Browsers
- Google Chrome® 29 or later
- Mozilla Firefox® 23 or later
- Opera 16 or later
- Windows Internet Explorer® 10 or later
- Microsoft Edge® 25 or later
- Safari® 8 or later (running in Apple OS X and iOS)

* Some limitations may apply. Refer to the Online Help for more details