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Worried about cybercriminals taking down your business?
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The Threat Landscape

IS CHANGING

The threat landscape has evolved dramatically in recent
years. It seems every day we hear another headline about an
organization getting breached. We've responded by
changing the architecture of Windows 10 so that we're not
just building bigger walls against these attacks; we're locking
the criminals out. Windows 10 provides a comprehensive set
of protections against modern security threats.
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According to a recent survey of CIOs,
security spending is increasing at
double the rate of overall investment. @

Source: Source: McCarthy, John C.. Brief: technology spending is reaching a tipping point.
Forrester Research, Inc.. December 11, 2014.
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STAY ON THE OFFENSE AGAINST CYBERCRIME
BY PROTECTING YOURSELF WITH

WINDOWS 10
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1- Windows Hello requires specialized hardware, including fingerprint reader, illuminated IR sensor, or other biometric sensors.

2 - Requires UEFI 2.3.1 or greater with Trusted Boot; Virtualization Extensions such as Intel VT-x, AMD-V, and SLAT must be enabled; x64 version of Windows;
IOMMU, such as Intel VT-d, AMD-Vi; BIOS Lockdown; TPM 2.0 recommended for device health attestation (will use software if TPM 2.0 not present)

3 - Requires TPM 1.2 or greater for TPM based key protection.

4 - Windows Information Protection, formerly Enterprise Data Protection (EDP), requires either Mobile Device Management (MDM) or System Center
Configuration Manager to manage settings. Active Directory makes management easier, but is not required.
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